Procedure
Technical works need to be done on AD

1. Create credentialrevoke and crdrmovfltrhost OU (In crdrmovfltrhost OU we will move all successful host on which operation done. Only policy 4.a,4.b,4.d will be there.  )
2. Create power_user group on credentialrevoke  OU

3. Add Domain Users group as member of power_user group (This line actually make all domain user to power user of all pc in domain. i.e By default all user are member of Domain User Group and here we are making Domain User Group as a member of power_user group.  And as we  are pushing power_user group by using policy 4.(a) which actually make power_user as a member of Power Users group of all domain pc and that how we are making all user to power user of all domain pc.      )

Policies
4. Create all policies on credentialrevoke  OU 

a. restricted group policy (to push power_user group)
b. win 7 policy (Enable File sharing for power user in win 7).
c. startup script policy

d. Remote Dekstop policy.

Note: prepare the script according production AD.

Work Flow 

Day-1
1. Take all desired host to our credentialrevoke  OU .

2. Update group policy on AD
Day-2

1. Closely observe the floor.

2. Check all reports.

3. Move back those Host on which operation done successfully to their respective OU (crdrmovfltrhost OU) . We  will do it based on our report, so to update report database we should move those report to another location.

